December 16, 2021

PUBLIC ACCESS OPINION 21-012
(Request for Review 2021-PAC-S-0806)

FREEDOM OF INFORMATION ACT:
Disclosure of 911 Response Times

Chicago Tribune

Attn: Joe Mahr/ Newsroom
560 West Grand Avenue
Chicago, Illinois 60654

Mr. Marc Augustave

Senior Counsel

City of Chicago Department of Law

Legal Information and Prosecutions Division
2 North LaSalle, Suite 460

Chicago, Illinois 60602

Dear Mr. Mahr and Mr. Augustave:

This binding opinion is issued pursuant to section 9.5(f) of the Freedom of
Information Act (FOIA) (5 ILCS 140/9.5(f) (West 2020)). For the reasons discussed below, this
office concludes that the Office of Emergency Management and Communications (OEMC) of
the City of Chicago (City) violated the requirements of FOIA by improperly withholding the 911
call response time data responsive to Mr. Joe Mahr's FOIA request.

BACKGROUND
On August 12, 2021, Mr. Mahr, on behalf of the Chicago Tribune, submitted a

FOIA request to OEMC seeking electronic data. Specifically, the request sought "[a]ll publicly
releasable fields of 911 call data, to the most recent date of compliance, covering incidents as far
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OEMC responded to the FOIA request by providing Mr. Mahr with a dataset for 911 call records
from August 1, 2017, through August 19, 2021, but denied the response times pursuant to
sections 7(1)(d)(vi) and 7(1)(v) of FOIA.'> OEMC's response to Mr. Mahr's request asserted:

Response times, by nature, deal with policies or plans designed to
protect a community. In addition, response times provide details
about the mobilization and deployment of public safety personnel,
which is specifically exempt under FOIA. Furthermore if CPD
[Chicago Police Department] on scene/arrival time information
was made public, it could indirectly show a response time pattern.
This information could assist those wishing to harm others to know
a minimum average time before a call is responded to and/or how
long it takes an officer to notify OMEC [sic] that he or she is
responding to a call. Releasing response times would in fact
provide those seeking to harm our first responders and residents
with the tools necessary to avoid capture and increase the lethality
as well as identify what areas are most favorable for wrongdoers to
commit crimes, * * * Releasing such information empowers
vandals with the ability to know in advance where police and other
valuable city resources will be and/or how long they will take to
arrive on scene. Finally, releasing critical response information
could allow for persons to cultivate a strategy in advance for
undermining or otherwise targeting public safety efforts.[!*!

On October 5, 2021, Mr. Mahr submitted a Request for Review to the Public
Access Counselor contesting the denial of the response time data.'* As background, Mr. Mahr
explained:

[W]hen emergency personnel are dispatched to scenes, multiple
times are recorded by OEMC. There is the time a 911 call was

Z0EMC also partially redacted the "Location" and "X & Y Coordinates” fields pursuant to
sections 7(1)(b) and 7(1)(c) of FOIA 5 ILCS 140/7(1)(b), (1)(c) (West 2020), as amended by Public Act 102-038,
effective June 25, 2021. However, Mr. Mahr has not challenged those redactions. GovQA response by A. Martin —
OEMC FOIA, Freedom of Information Officer, Office of Emergency Management & Communications, to Joseph A.
Mahr, Chicago Tribune (September 17, 2021).

BCorrespondence from A. Martin — OEMC FOIA, Freedom of Information Officer, Office of
Emergency Management & Communications, to Joseph A. Mahr, Chicago Tribune (September 17, 2021).

“E-mail from Joe Mahr, Chicago Tribune, to Sarah Pratt, Public Access Counselor, Office of the
Attorney General (October 5, 2021).
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response times within a particular district, which OEMC has not asserted, then the argument that
response time data could be exploited for criminal purposes is purely speculative.

In addition, OEMC's October 5, 2021, response to Mr. Mahr's FOIA request, as
well as its response to this Request for Review, repeatedly asserted that disclosure of the
response times could be exploited for criminal purposes, which is insufficient under section
7(1)(d)(vi). Moreover, OEMC sets forth no facts showing that criminal activities, including
attacks on first responders, are predicated on knowledge of similarly broad response time data in
any jurisdiction. Such speculative claims are insufficient to demonstrate that disclosure would
have the consequence of endangering life or physical safety. Therefore, OEMC has failed to
sustain its burden of proving by clear and convincing evidence that the redacted response times
are exempt from disclosure under section 7(1)(d)(vi).

Section 7(1)(v) of FOIA

Section 7(1)(v) of FOIA exempts from disclosure three specific types of records
that could result in attacks on a community's population or systems and provides:

Vulnerability assessments, security measures, and
response policies or plans that are designed to identify, prevent,
or respond to potential attacks upon a community's population or
systems, facilities, or installations, the destruction or contamination
of which would constitute a clear and present danger to the health
or safety of the community, but only to the extent that disclosure
could reasonably be expected to jeopardize the effectiveness of the
measures or the safety of the personnel who implement them or the
public. Information exempt under this item may include such
things as details pertaining to the mobilization or deployment of
personnel or equipment, to the operation of communication
systems or protocols, or to tactical operations. (Emphasis added.)

In a binding opinion, this office concluded that records showing the number of sworn police
officers assigned to each of the City's police districts were not assessments, measures, policies,
or plans within the scope of the section 7(1)(v) exemption. Ill. Att'y Gen. Pub. Acc. Op. No. 11-
002, issued February 25, 2011, at 3. This office has also issued a binding opinion similarly
concluding that police officer "employee attendance records are not vulnerability assessments,
security measures, or response policies or plans." Ill. Att'y Gen. Pub. Acc. Op. No. 21-005,
issued June 2, 2021, at 7.
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OEMC takes only the last sentence, and tries to argue that records
listing 911 response times are details of mobilization or
deployment. But OEMC ignores the first sentence, which list only
three type of qualitying records: vulnerability assessments, security
measures and response policies or plans. (Note, for response
policies or plans, the law doesn't expand that to include records
documenting the actual responses, only what was planned.)
Regardless, this exemption is limited to records "designed to"
handle "potential attacks." A 911 call log isn't designed to identity,
prevent or respond to potential attacks. It's a routine document
designed to track when police and tire personnel show up.
(Emphasis in original.)**!

By its plain language, section 7(1)(v) applies to only three categories of records:
"[v]ulnerability assessments, security measures, and response policies or plans[.]" In construing
a statute, "the primary objective * * * is to ascertain and give effect to the intent of the General
Assembly." Southern Illlinoisan, 218 111. 2d at 415. "[T]he surest and most reliable indicator of™
legislative intent "is the statutory language itself, given its plain and ordinary meaning." Board
of Education of Springfield School District No. 186 v. Attorney General of Illinois, 2017 1L
120343, 924, 77 N.E.3d 625, 630 (2017). The plain language of section 7(1)(v) cannot be
construed to apply to records that are merely related to, or even directly connected to,
vulnerability assessments, security measures, or response policies or plans that are designed to
identify, prevent, or respond to potential attacks. Section 7(1)(v) encompasses only vulnerability
assessments, security measures, or response policies or plans themselves that are designed for the
purposes listed in the exemption. Response time data are factual records demonstrating the
performance of public duties by public employees, as opposed to vulnerability assessments,
security measures, or response policies or plans. Further, response time records are not plans
designed to meet any objective, as is also necessary to fall within the scope of the exemption.
Because section 7(1)(v) is inapplicable by its plain language, OEMC improperly denied the
response times Mr. Mahr requested.

34E-mail from Joe Mahr, Chicago Tribune, to Joshua Jones [Deputy Bureau Chief, Public Access
Bureau, Office of the Illinois Attorney General] (October 26, 2021).
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cc: Ms. Allegra Martin
FOIA Officer
City of Chicago Office of Emergency
Management and Communications
1411 West Madison
Chicago, Illinois 60607







